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.- OBJETO Y ALCANCE

El Sistema Interno de Informacién del Grupo Lesaca tiene por objeto establecer un
procedimiento de comunicacién de informacidén, y posterior investigacién, respecto a
conductas o hechos relacionados con una actuacidon u omisidon presuntamente delictiva, o que
entre dentro del ambito que se explica mas adelante, definiendo mecanismos encaminados a
ofrecer la debida proteccién frente a posibles represalias contra el denunciante; todo ello en
cumplimiento de las disposiciones y términos que la Ley 2/2023, de 20 de febrero, reguladora
de la proteccidon de las personas que informen sobre infracciones normativas y de lucha contra
la corrupcién impone a las entidades del sector privado con mas de cincuenta trabajadores.

El Sistema Interno de Informacién ha sido elaborado en los términos impuestos y con el
contenido exigido por el articulo 5 y concordantes de la Ley 2/2023, y estd integrado, en
esencia, por un canal interno de informacién y por un procedimiento de gestién de las
informaciones o denuncias recibidas. Asimismo, ha sido disefiado, implementado y gestionado
de una forma segura, de modo gque se garantice, en todo momento, la confidencialidad de la
identidad del informante y de cualquier tercero mencionado en la comunicacién, y de las
actuaciones que se desarrollen en la gestiéon y tramitacidn de la misma.

El acceso y el tratamiento de los datos personales se regiran por las disposiciones establecidas
a estos efectos por la Ley 2/2023, asi como por la normativa europea y nacional sobre esta
materia. A estos efectos, Unicamente tendrd acceso a los datos personales del informante el
Responsable del Sistema Interno de Informacion.

El Sistema Interno de Informacién ha sido aprobado por el Administrador Unico de MONTAJES
LESACA, S.L., como 6rgano responsable de su implementacion, en fecha 30 de noviembre de
2023. En dicho Acta de conformidad con lo establecido en el articulo 8.6 de la Ley 2/2023,
también se designé a DA® Noemi Teijeiro Campo (en adelante, “Responsable del Sistema”)
como responsable de la gestion del Sistema Interno de Informacidn, por ser quien ostenta el
cargo de Compliance Officer de MONTAJES LESACA, S.L.U. Posteriormente, el 04 de junio de
2024, el Consejo de Administracion de INDUSTRIAS LESKRE, S.L. (sociedad dominante del
Grupo Lesaca) aprobd (i) la adhesién en su totalidad al Sistema interno de informacién de
MONTAJES LESACA, S.L.U. (la Sociedad), de manera que se convierta en el Sistema interno de
informacién de INDUSTRIAS LESKRE, S.L, y (ii) extender el Sistema interno de informacién
aprobado para MONTAJES LESACA, S.L.U. al Grupo Lesaca, sin perjuicio de la autonomia e
independencia de cada sociedad dependiente que, en su caso, pueda establecer el 6rgano de
administracion, y de las modificaciones o adaptaciones que resulten necesarias para el
cumplimiento de la normativa aplicable en cada caso. En este sentido, las sociedades
dependientes, que asi lo manifiesten, podran adherirse al Sistema interno de informacién de
LESACA.
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En la meritada reunion del Consejo de Administracion de INDUSTRIAS LESKRE, S.L. también se
acordd nombrar a DA® Noemi Teijeiro Campo como Responsable del Sistema para el Grupo
Lesaca, y a DN?® Cristina Iglesias Manteiga como sustituta, sin perjuicio de la autonomia e
independencia de cada sociedad dependiente de nombrar su propio Responsable del Sistema
y su correspondiente sustituto.

En esa misma fecha, el Administrador Unico de MONTAJES LESACA, S.L.U. aprobd la
modificacién del Sistema interno de informacidén de la Sociedad, tras la cual pasa a serlo del
Crupo Lesaca (expresamente de la sociedad dominante y de aquellas sociedades
dependientes que decidan adherirse al mismo)

El Grupo Lesaca ha optado por que la gestidon del Sistema Interno de Informacién se lleve a
cabo dentro de una de las sociedades integrantes del Grupo, la entidad MONTAJES LESACA,
S.L.U., habilitando de manera voluntaria el canal interno de informacién también para la
recepcion de comunicaciones o informaciones sobre materias fuera del ambito material de
aplicacién de la Ley 2/2023, pero expresamente mencionadas mas adelante en este
documento.

Adicionalmente, dado que este sistema interno de informacidén se aplica igualmente para la
investigacién y persecucién de posibles conductas delictivas dentro del protocolo de
Compliance de la Sociedad, cualquier tercero que mantenga una relacion comercial o
contractual de cualquier indole con el GRUPO puede utilizar este medio para informar sobre
conductas o hechos relacionados con una actuacién u omisién presuntamente delictiva o que
entre dentro del ambito que se explica mas adelante, si bien dichas comunicaciones y sus
remitentes quedaran fuera del dmbito de proteccion dispensado por la Ley 2/2023, sin
perjuicio de que, como se sefalara mas adelante, se apliquen a ellos las mismas garantias de
confidencialidad y no represalias. A estas comunicaciones le serd, por tanto, de aplicaciéon el
procedimiento de gestién de informaciones contenido en el sistema de informacién interno.

El Sistema Interno de Informacién es una herramienta efectiva para detectar irregularidades
gue pasarian inadvertidas por otros controles, aunque precisan de medidas técnicas y juridicas
gue garanticen los derechos de los afectados.

La implantacion de este sistema interno de denuncia tendrda lugar sin perjuicio de la actividad
de control que seguiran ejerciendo el Compliance Officer de la Sociedad. Cuando a resultas de
la actividad de éste se descubra una posible infraccién de normas penales o del Cédigo de
Conducta se actuara de acuerdo con lo previsto en el Manual de Compliance.
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2.- PRINCIPIOS GENERALES DEL SISTEMA INTERNO DE INFORMACION

En consonancia con cuanto se ha expuesto en el Manual de Compliance, para MONTAJES
LESACA, S.L. resulta de suma importancia la colaboracién de empleados y otros sujetos
vinculados laboral o profesionalmente con éste (becarios, empleados, autbnomos, candidatos
a puestos de trabajo, socios, miembros del érgano de administrativo, directivos, y demas
personas relacionadas con la Sociedad) en la deteccién y prevencién de conductas ilicitas o
irregulares que supongan una vulneracién de las disposiciones legales vigentes y/o de las
normas contenidas en el Manual de Compliance, o puedan poner en riesgo la reputacion de la
organizacion.

A tales efectos, la Sociedad ha creado y puesto a disposicidon de tales personas un canal interno
cuyo funcionamiento se describe en los apartados siguientes. En el desarrollo del canal interno
de MONTAJES LESACA, S.L., de aplicacién a las entidades del Grupo Lesaca que se adhieran al
Sistema Interno de Informacién de LESACA en adelante, “Grupo Lesaca”), se ha considerado el
cumplimiento de la Ley 2/2023, de 20 de febrero, reguladora de la proteccidon de las personas
gue informen sobre infracciones normativas y de lucha contra la corrupcién, asi como la
normativa de proteccion de datos vigente en la Unién Europea y Espana.

Ademas, la Sociedad promoverd, en la medida de lo posible, el uso de los cauces internos para
la resolucion efectiva de las denuncias, si bien se informara al informante de que puede
emplear tanto éstos como los canales externos disponibles (Autoridad Independiente de
Proteccidn del Informante (AAl) u érganos autondmicos competentes), y no se menoscabara
por la Sociedad el acceso de los informantes a los canales externos de informacion.

Asimismo, se ha optado por emplear los términos «informaciones» «comunicaciones» y/o
«denuncias» indistintamente para, de acuerdo con una redaccién gramatical y sintactica
adecuada, evitar repeticiones, si bien todos estos términos se referirdn a las comunicaciones
gue realicen los informantes a través del canal interno de informacién que se configura mas
adelante. Del mismo modo, se empleard el término «informante» o «denunciante» para
referirse a la persona que use el canal interno de informacién para presentar una
comunicacion o denuncia.

Para garantizar la eficacia del Sistema Interno de Informacién, se han definido unos principios
generales erigidos como la cadena vertebral del canal interno de informacion y/o de denuncias
y del procedimiento de gestién de las mismas, de aplicacién a todas las entidades que
integran el Grupo Lesaca, a saber:
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1. Confidencialidad

MONTAJES LESACA, S.L. garantizara la maxima confidencialidad de las comunicaciones
recibidas a través del canal de denuncias, y preservard la identidad del denunciante y de
terceros afectados, que no serd revelada, en ningdn caso, al denunciado ni a personas,
entidades u organismos publicos no autorizados.

Todas las personas que tengan conocimiento de la denuncia estaran obligadas a mantener
rigurosa confidencialidad de las comunicaciones en todos sus extremos, incluyendo los datos
de las partes intervinientes en el proceso, en especial los relativos a la identidad del interesado.
En caso de que la comunicacion sea remitida por canales de denuncia que no sean los
establecidos 0 a miembros del personal no responsables de su tratamiento, se procedera por
éstos a su remisidén inmediata al Responsable del Sistema, siéndoles de aplicacién las mismas
normas de confidencialidad que a éste.

Dicha obligacion de confidencialidad, cuyo quebranto tendra la consideracién de infraccion
muy grave, no serd de aplicacion cuando el Grupo Lesaca se vea obligado a poner a disposicidon
de terceros informacién o documentacién -sujeta a las salvaguardas establecidas en la
normativa aplicable- a la Autoridad judicial, al Ministerio Fiscal o a la autoridad administrativa
competente en el marco de una investigacion penal, disciplinaria o sancionadora. Con
anterioridad a la revelacidn de dicha informacién, se pondra en conocimiento del informante la
obligaciéon de revelar su identidad. Cuando la autoridad competente lo comunique al
informante, le remitird un escrito explicando los motivos de la revelacién de los datos
confidenciales en cuestion.

A los buzones habilitados para el envio de las denuncias y al contenido de las comunicaciones
tendrd acceso exclusivamente el Responsable del Sistema. Cuando éste precise de la
asistencia de terceros para la tramitacidn de la correspondiente comunicacién, de
conformidad con lo dispuesto en el articulo 32 de la Ley 2/2023, podran tener acceso a los datos
personales de la misma las personas que se indican mas adelante en el apartado 6.
Adicionalmente, cuando el alcance de la denuncia lo requiera, el Responsable del Sistema
podrd comunicar al Organo de Administracion el contenido de la denuncia, pero en ningun
caso la identidad del denunciante, ni tampoco otros datos personales que se contengan en la
misma, excepto cuando el tratamiento de los mismos resulte necesario para la adopcién de
medidas correctoras en el Grupo Lesaca o la tramitacidn de los procedimientos sancionadores.

2. Garantias para el denunciante y prohibicién de represalias
La Sociedad informara al denunciante sobre sus derechos, en especial sobre |la posibilidad de
presentar comunicaciones o denuncias por los canales externos, y establece como eje
trascendental de su Sistema Interno de Informaciéon la preservacién de la identidad del
denunciante. Para tal fin, como maxima garantia, se posibilita la presentacion de
comunicaciones anénimas.
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MONTAJES LESACA, S.L. es consciente de que para garantizar la eficacia de un canal interno de
informacién es preciso no solo garantizar que sea un cauce confidencial, sino también
asegurar a los informantes de que el hecho de formular una denuncia no conllevara, siempre y
cuando hayan actuado de buena fe y bajo determinadas condiciones, ni para ellos ni para
aguellos que puedan colaborar en la investigacion, la adopcion de represalias en el ambito
laboral ni personal.

Las medidas de proteccidn previstas para el informante también se aplicaran, en su caso, a los
representantes legales de las personas trabajadores en el ejercicio de sus funciones de
asesoramiento y de apoyo al informante, a personas fisicas relacionadas con el informante
(companeros de trabajo o familiares del informante), asi como a personas fisicas que, en el
marco de la organizacion en la que preste servicios el informante, le asistan en el proceso y a
personas juridicas con las que el informante mantenga una relacién en un contexto laboral o
en las que ostente una participaciéon significativa.

3. Presuncioén de inocencia y derecho de defensa del denunciado
La Sociedad garantizara la proteccion de la intimidad, la preservacion del honor, la presuncién
de inocencia y el derecho de defensa de las personas afectadas por la comunicacién que
realice el informante (en adelante, el “denunciado”).

El denunciado tendrd derecho a defenderse y a una audiencia, verbal o por escrito, en la que
pueda exponer su version de los hechos, presentar las alegaciones y pruebas que a su derecho
estime convenientes.

En caso de comunicaciones infundadas, falsas o efectuadas de mala fe, Grupo Lesaca
adoptard, en su caso, las medidas disciplinarias que corresponda frente al informante si éste
hubiese informado de su identidad.

4. Garantias para el denunciante y prohibicién de represalias

La Sociedad garantizara la proteccién adecuada de los datos personales del denunciante y del
denunciado, realizando los tratamientos conforme a lo dispuesto en la Ley 2/2023, de 20 de
febrero, reguladora de la proteccién de las personas que informen sobre infracciones
normativas y de lucha contra la corrupcidon el Reglamento (UE) 2016/679 del Parlamento
Europeo y del Consejo de 27 de abril de 2016, relativo a |la proteccion de las personas fisicas en
lo que respecta al tratamiento de datos personales y a la libre circulacién de estos datos y por
el que se deroga la Directiva 95/46/CE (Reglamento general de proteccién de datos), la Ley
Organica 3/2018, de 5 de diciembre, de Proteccion de Datos Personales y garantia de los
derechos digitales vy la Ley Organica 7/202]1, de 26 de mayo, de proteccién de datos personales
tratados para finales de prevencion, deteccidén, investigacion y enjuiciamiento de infracciones
penales y de ejecucidn de sanciones penales.
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Adicionalmente, la Sociedad informara a las partes implicadas en relaciéon al uso de los datos
personales a través de la hoja informativa adjunta en el formulario de denuncia.

5. Compromiso
Admitida una comunicacién o denuncia, la Sociedad se compromete a efectuar las oportunas
investigaciones a nivel interno dirigidas a esclarecer los hechos denunciados y confirmar si
éstos se incluyen dentro del ambito material de las infracciones denunciables a través del
canal interno del Grupo Lesaca, asi como la culpabilidad del presunto infractor.

Con el fin de afianzar la eficacia del canal interno de denuncias, se establecen limitaciones
temporales para la resolucién de las denuncias, de manera que las investigaciones no se
extiendan en el tiempo mas de lo necesario.

En cualquier caso, las investigaciones internas realizadas con el fin de determinar la certeza o
verosimilitud de los hechos denunciados seran realizadas en la mas estricta objetividad.

3.- DEBER DE DENUNCIAR

Todos los miembros de Grupo Lesaca deberdn comunicar, a través del canal interno de
denuncias, cualquier irregularidad o incumplimiento de los que se describen en el apartado 4
acaecidos en un contexto laboral o profesional de los que tengan conocimiento y que estén
incluidos en su alcance objetivo.

Se entenderd por miembros de Grupo Lesaca:

e Socios de INDUSTRIAS LESKRE, S.L, MONTAJES LESACA, S.LU. y demas sociedades
dependientes adheridas al Sistema interno de informacién de la primera.

 Integrantes del Organo de Administracion, incluidos los miembros no ejecutivos;

e Alta Direccidon y resto de directivos y mandos intermedios;

e Cualquier persona que trabaje para o bajo la supervision y la direccion de contratistas,
subcontratistas y proveedores del Grupo Lesaca;

e Empleados, incluidos empleados temporales o bajo convenio de colaboraciéon, aunque la
relacion laboral ya haya finalizado, voluntarios, becarios y trabajadores en periodos de
formacién con independencia de que perciban o no una remuneracion;

e Candidatos a puestos de trabajo por estar en un proceso de seleccidn o de negociaciéon
precontractual;

e Terceros relacionados contractualmente con alguna entidad integrante del Grupo Lesaca,
inclusive auténomos; y

Resto de las personas bajo subordinacidon jerarquica de cualquiera de los anteriores.
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Sin perjuicio de las personas que tengan el deber de denunciar, cualquier persona podra
comunicar a través del canal interno de denuncias cualquier irregularidad o incumplimiento
de los que tengan conocimiento que estén incluidos en su alcance objetivo. En particular,
cualquier tercero que mantenga una relacion comercial o contractual de cualquier indole con
alguna entidad integrante del Grupo Lesaca puede utilizar este medio para informar sobre
conductas o hechos relacionados con una actuacién u omisién presuntamente delictiva o que
entre dentro del ambito material del canal de denuncias.

4.- 2QUE IRREGULARIDADES Y A QUIEN PUEDE DENUNCIARSE?

Pueden ser denunciadas todas aquellas personas que estén sujetas a la autoridad y control de
INDUSTRIAS LESKRE, S.L. y de sus sociedades filiales (Grupo Lesaca), como empleados,
colaboradores, agentes, subcontratados, empleados de filiales, etc, asi como los
administradores, representantes legales, apoderados y directivos, y que actlden por cuentay en
beneficio de la misma, que hayan cometido alguna irregularidad o conducta de las descritas a
continuacion:

1.Cualesquiera acciones u omisiones que puedan constituir infracciones del Derecho de la
Unién Europea cuando se den los requisitos del articulo 2.1.a) de la Ley 2/2023.

2.Acciones U omisiones que puedan ser constitutivas de infraccién administrativa grave o
muy grave.

3.De las tipificadas en el Cédigo Penal y los delitos previstos en otras leyes especiales, en
especial, infracciones penales descritas en el Manual de prevencién de Delitos y que sean
contrarias a la Politica de Compliance (politica de prevencion, deteccion, gestion y reaccion
frente a riesgos penales).

4. Acciones u omisiones que puedan ser constitutivas de infracciones del Derecho laboral en
materia de seguridad y salud en el trabajo, sin perjuicio de la proteccién prevista en su
normativa especifica.

A efectos explicativos, las conductas reguladas en los cuatro apartados anteriores
constituyen el objeto de aquellas susceptibles de denuncia en el marco de la Ley 2/2023,
cuando tenga lugar el cumplimiento de los requisitos establecidos en su articulo 2.

5.Todos aquellos incumplimientos o conductas contrarias a los principios, valores y normas
de conducta establecidas en el Cdédigo de Conducta.

6.Todas aquellos incumplimientos o conductas contrarias a politicas, protocolos,
procedimientos, manuales, normas o controles internos de la organizacion.

7.Y, en general, cualesquiera situaciones o hechos que requieran la atencién del Compliance
Officer.

A titulo meramente enunciativo y no exhaustivo, podran ser denunciadas conductas con
relacion a los siguientes temas:
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e Infracciones penales o administrativas -graves o muy graves- que impliquen quebranto
econdémico para la Hacienda Publica y para la Seguridad Social.

e Los ambitos de aplicacién de los actos de la Unidn Europea enumerados en el anexo de la
Directiva (UE) 2019/1937 del Parlamento Europeo y del Consejo, de 23 de octubre de 2019,
relativa a la proteccidon de las personas que informen sobre infracciones del Derecho de la
Unidén, con independencia de la calificacion que de las mismas realice el ordenamiento
juridico espaniol.

o Contratacién publica.

* Prevencion del blanqueo de capitales y la financiaciéon del terrorismo.

» Seguridad de los productos y conformidad.

e Seguridad del transporte.

e Proteccion del medio ambiente.

» Salud publica.

e Proteccion de los consumidores.

e Protecciéon de la privacidad y de los datos personales, y seguridad de las redes y los
sistemas de informacion.

Grupo Lesaca ha decidido, en aras a garantizar la eficacia de un canal de denuncias interno,
ampliar las medidas de proteccién y de apoyo frente a represalias de las personas afectadas a
todas las denuncias relativas a las anteriores infracciones. No obstante, se informard a los
potenciales informantes que, en caso de presentar su denuncia por los canales externos, las
medidas de proteccidon prestadas por la Autoridad Independiente de Proteccion del
Informante, AA.l. (u 6rgano autondmico competente) Unicamente se garantizardn respecto a
denuncias incluidas en el &ambito material de la Ley 2/2023.

5.- COMO DENUNCIAR, CANAL INTERNO DE INFORMACION

Grupo Lesaca pone a disposicion de los informantes un canal interno de informaciéon para la
presentacion de comunicaciones y denuncias referentes a las infracciones e irregularidades
relacionadas en el punto anterior.

La persona informante tiene el deber de emplear el presente canal interno de acuerdo con la
buena fe y para los fines previstos.

Se podra hacer uso del canal interno a través de los siguientes medios:
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Comunicaciones por escrito:

e Por correo a la direccién postal: C/ Rizén, Poligono Vilar do Colo, Fene. La comunicacion
debera dirigirse al “Responsable del Sistema Interno de Informacién” como forma de
garantizar que Unicamente él en la organizacién sea el que pueda abrir la comunicacion,
en aras de garantizar el denunciante el derecho a la confidencialidad que le otorga la Ley
2/2023. La falta de indicacion de este destinatario supondra el tratamiento de la
comunicaciéon como el de cualquier otra que reciba la Sociedad, por o que es obligacion
del denunciante indicar dicho destinatario si se quiere beneficiar del referido anonimato.
Cualquier empleado de la Sociedad que reciba una carta dirigida al “Responsable del
Sistema Interno de Informacién” deberd abstenerse de su apertura y deberd entregarla
inmediatamente al mismo y velar porgue hasta entonces ningun tercero acceda a su
contenido.

e Por correo electrénico a la direccién: compliance@grupolesaca.es

e Através del formulario obrante en https://grupolesaca.com/compliance-sii/

El Responsable del Sistema interno de informacién mantendrd actualizadas las direcciones
(electrénica y postal) a las que los informantes pueden dirigir las comunicaciones.

Comunicaciones verbales:

e Reunidn presencial. A solicitud del informante, la denuncia de los hechos también puede
efectuarse mediante una reunién presencial. A estos efectos, el informante deberda
seleccionar en el modelo de denuncia la opcidn “Solicito concertar una reunién presencial
para exponer los hechos objeto de la presente denuncia” o bien indicar este deseo cuando
formule su denuncia. Asimismo, el informante puede presentar el modelo de denuncia con
los campos en blanco relativos a la “INFORMACION DE LOS HECHOS” o sefalar en la
mismas que es su deseo efectuar la declaracién de los hechos integramente en la reunién
presencial, o bien puede realizar una descripcion de los hechos y completar la misma
mediante una reunidn presencial.

¢ Recibida la denuncia con la solicitud de una reunion presencial, el Responsable del Sistema
debera citar al informante para una reunidn presencial en el plazo maximo de siete dias
habiles. A dicha reunién, Unicamente comparecera el propio informante y el Responsable
del Sistema.

e Las comunicaciones verbales a través de una reunién presencial con el Responsable del
Sistema interno de informacién), deberan documentarse mediante una grabacién de la
conversacién en un formato seguro, duradero y accesible, o a través de una transcripciéon
completa y exacta de la conversacion. A estos efectos, se solicitara el previo consentimiento
por escrito del informante, quien podra escoger el modo de documentar la reunion
presencial. En caso de que el informante se decante por una transcripcion completa de la
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reunion, tendra derecho a comprobar y rectificar el contenido de la transcripciéon con
anterioridad a su aceptaciéon mediante su firma.

e Las comunicaciones por escrito y verbales deberan dirigirse al Responsable del Sistema
interno de informacién de la Sociedad o del Grupo Lesaca, recomendando emplear para las
realizadas por escrito el modelo de denuncia que se adjunta en el apartado 6. En caso de
realizar la comunicacién de manera verbal se recomienda seguir el orden del referido
modelo de denuncia.

* La denuncia deberd acompafarse de toda la documentacién de la que se disponga y que
sirva de soporte justificativo de los hechos que se denuncien, debiendo enumerarse la
misma en el formulario de denuncia.

e Por ultimo, a través del apartado de “Compliance y SII” web de Grupo Lesaca se podran
efectuar las denuncias empleando el formulario de contacto obrante en el mismo
indicando como asunto “Denuncia Compliance” o bien “Denuncia sistema interno de
informacion”, segun la misma entre dentro de uno u otro ambito, antes de enviar la referida
comunicacion.

6.- MODELO D€ FORMULARIO DE DENUNCIA

En cualquier caso y, a los efectos de preservar el buen funcionamiento del procedimiento, la
denuncia o comunicaciéon debe disponer de una serie de elementos para que pueda
considerarse como tal y se produzca la posterior investigacion en caso de que sea necesaria.

La comunicacién de la denuncia contendra en la medida de lo posible, la siguiente
informacion:
» Fecha de la denuncia.

» |dentificacion (nombre y apellidos) del denunciante*.

o Teléfonoy correo electrénico del denunciante*.

e En caso de ser empleados de alguna entidad integrante del Grupo Lesaca, empresa en la
que se produjeron los hechos denunciados, cargo o Departamento al que pertenece el
denunciante*.

» |dentificacion (nombre y apellidos) del denunciado. En el caso de que la denuncia afecte al

Compliance Officer/Responsable del Sistema los hechos deberdn ser puestos en
conocimiento directamente del Organo de Administracion de la Sociedad.
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e Cargo o Departamento al que pertenece el denunciado.

e Descripcidn sucinta y objetiva de los hechos presuntamente constitutivos de un
incumplimiento o infraccion.

* Elementos probatorios que se desea aportar.

Los datos sefialados con el * no son de cumplimentacion obligatoria a la hora de presentar la
denuncia y/o comunicacion.

En la denuncia, el informante podra, de manera voluntaria, indicar sus datos de identificaciéon
(nombre, apellidos y, en su caso, puesto dentro de la organizacion). En caso de que el
informante, por cualquier motivo, prefiera guardar su anonimato, puede presentar la denuncia
sin indicar dichos datos identificativos. En ningun caso, la admisién y tramitaciéon de la
denuncia estara condicionada a la identificacién del informante.

En todo caso, se garantizara el anonimato del denunciante. Sus datos de identificacion nunca
seran revelados al denunciado, ni tendran acceso a ellos personas distintas al Responsable del
Sistema, salvo en los supuestos establecidos en el articulo 32 de la Ley 2/2023.

Al hacer las comunicaciones, ya sea por escrito, verbal o presencialmente, el informante podrd
indicar un domicilio, correo electrénico o lugar seguro a efectos de recibir notificaciones
relativas a la denuncia. El informante también puede indicar sus datos personales, u optar por
Nno mantener ninguna comunicacién con el Responsable de Sistema con respecto a los hechos
denunciados, para lo cual podra seleccionar la casilla “Renuncio a mantener comunicaciones
con el Responsable del Sistema interno de informacion del Grupo Lesacapara la tramitacion de
la presente denuncia.” o bien indicar este extremo en la denuncia. Si con posterioridad a la
demanda el informante desea no mantener comunicaciones con respecto a la denuncia,
puede ponerlo en conocimiento del Responsable del Sistema en cualquier momento.

Con el fin de obtener la mejor informacién se recomienda que, en la medida de lo posible, se
describa en qué consiste la conducta potencialmente irregular con descripcién pormenorizada
de:

e Los hechos que se denuncian.

e Fechas o periodos aproximados de ocurrencia de los hechos denunciados.

» Ddénde han ocurrido y las posibles personas implicadas o responsables.

e Y si los conoce, los medios utilizados para llevar a cabo los hechos, el area de actividad
afectada, el posible impacto relevante en la sociedad afectada, y si tiene o no impacto
econdmico, y, en su caso, una cuantificacién aproximada (en euros).
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En cualquier caso, la comunicacion debe ser lo mas descriptiva, concreta y detallada posible,
facilitando de esta forma la identificacién de la conducta potencialmente irregular y de la/las
persona/s o departamento/s implicados. Asimismo, las denuncias no deberdn contemplar
palabras ofensivas ni datos relativos a la vida privada del denunciado o de terceros. Salvo que
sea indispensable para tramitar la denuncia, no se deben facilitar datos personales que revelen
el origen étnico o racial, las opiniones politicas, las convicciones religiosas o filosdficas, la
afiliacion sindical, asi como datos biométricos, datos relativos a la salud o datos relativos a la
vida u orientaciones sexuales de una persona fisica. En cualquier caso, el informante o
denunciante debera indicar la menor cantidad de datos personales del denunciado o terceros
gue no sean estrictamente indispensables para la investigaciéon de los hechos.

A efectos informativos, junto con el formulario de denuncia se pone a disposiciéon del
informante una hoja informativa con sus derechos e instrucciones para la cumplimentacion
del referido formulario, asi como informacién sobre proteccién de datos personales.
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ANVERSO
FORMULARIO DE DENUNCIA O COMUNICACION

** Con anterioridad a cumplimentar la presente denuncia, le rogamos que lea detenidamente la hoja
informativa adjunta en la misma. En caso de duda, péngase en contacto con la persona responsable del
sistema interno de informacidn, por medio de los mismos canales disponibles para la presentacion de la
denuncia y/o comunicacidn.

IDENTIDAD DEL INFORMANTE/DENUNCIANTE (NOTA: Si lo desea, puede mantener
su anonimato, presentando la denuncia sin cumplimentar estos datos).

Nombre y apellidos

Correo electronico

Direccion

Lugar seguro para recibir comunicaciones

Relacién con Grupo Lesaca

Departamento

IDENTIDAD DEL PRESUNTO INFRACTOR

Nombre y apellidos

Empresay
departamento

Otros datos:

INFORMACION DE LOS HECHOS

Descripcién de los hechos presuntamente constitutivos de un incumplimiento
(se ruega exponga de manera sucinta y objetiva los hechos con indicacién de la entidad

en que se produjeron y la fecha aproximada de comision de los mismos):
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REVERSO

Elementos probatorios:

Solicito concertar una reunidn presencial para exponer los hechos objeto de Ia
presente denuncia.

|:| Renuncio a mantener comunicaciones con Grupo Lesaca para la tramitacién de
la presente denuncia.

**Puede continuar la exposicion de los hechos en el espacio sobrante.
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HOJA INFORMATIVA PARA EL INFORMANTE/DENUNCIANTE

1. Por medio de la presente, Vd. manifiesta que realiza la presente denuncia o
comunicaciéon de buena fe y que, salvo error u omisién voluntaria, los datos
consignados en la misma son ciertos.

2. Salvo que sea indispensable para tramitar la presente denuncia, no debe facilitar
datos personales que revelen el origen étnico o racial, las opiniones politicas, las
convicciones religiosas o filoséficas, la afiliacion sindical, asi como datos
biométricos, datos relativos a la salud o datos relativos a la vida u orientaciones
sexuales de una persona fisica, o cualquier otro dato personal que no sea necesario
para el conocimiento e investigacion de las acciones u omisiones que se denuncien
y/o comuniquen.

3. Absténgase deindicar datos relativos a la vida privada del denunciado o de terceros.

4, No esta obligado a consignar sus datos identificativos, ni su omisiéon impedira la
gestion de su comunicacidn. Si lo desea, puede formular la denuncia de manera
andnima.

5. Le informamos que su identidad sera en todo caso reservada, y que no se
comunicara en ningun caso a las personas a las que se refieren los hechos
relatados ni a terceros, a excepcion de las personas a las que se les permite el
acceso a los datos personales conforme a lo dispuesto en nuestro Sistema Interno
de Informacidn en concordancia con la Ley 2/2023.

6. Se garantizara, en todo momento, la confidencialidad de |la presente denuncia y se
preservara su identidad. Le informamos que los hechos narrados y la existencia de
la presente denuncia serdn puestos en conocimiento del presunto infractor, sin que
éste vaya a tener acceso a la propia denuncia, ni a conocer, en ningiin caso, su
identidad. Tampoco se le facilitaran al denunciado datos que permitan su
identificacion ni la de terceras personas afectadas por la denuncia.

7. Puede presentar la denuncia, dirigida al Responsable del Sistema, por los siguientes
medios:

a) Por correo a la direccién postal: C/ Rizén, Poligono Vilar do Colo, Fene. La
comunicacion_debera dirigirse al “Responsable del Sistema Interno _de
Informacion” como forma de garantizar que uUnicamente él en la
organizacion sea el gue pueda abrir la comunicacién en aras de garantizar
el denunciante el derecho a la confidencialidad que le otorga la Ley 2/2023.

La falta de indicacidon de este destinatario supondra el tratamiento de la
comunicacion como el de cualguier otra ganancia que reciba la Sociedad,
por lo gue es obligacién del denunciante indicar dicho destinatario si se
quiere beneficiar del referido anonimato.

b) Por correo electrénico a la direccién: compliance@grupolesaca.es

c) Através del formulario obrante en https://grupolesaca.com/compliance-sii/
8. Silo prefiere, puede exponer o completar los hechos relatados en la denuncia de
manera presencial con el Responsable del Sistema. En tal caso, debera marcar la
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oportuna casilla en la denuncia. Le advertimos de que la reunion presencial sera
documentada por escrito (gravada o transcrita integramente), para lo cual le
solicitaremos previamente su consentimiento.

9. Por medio de una denuncia, Vd. puede exponer los hechos u omisiones que se
correspondan con las infracciones enumeradas en el apartado (QUE
IRREGULARIDADES Y A QUIEN PUEDE DENUNCIARSE? del Manual de Prevencion
de Delitos. No obstante, si asi lo considera, puede Vd. presentar cualquier otra
incidencia no relacionada con tales cuestiones, si bien en este supuesto no se le
seran aplicables las medidas de proteccidn enunciadas en nuestro Sistema Interno
de informacion ni las previstas en la Ley 2/2023, de 20 de febrero, reguladora de
la proteccion de las personas que informen sobre infracciones normativas y de
lucha contra la corrupcion.

10. No se adoptaran represalias frente a Vd. por la presentacién de una denuncia.

11. Le advertimos que no debe presentar comunicaciones infundadas, falsas o
efectuadas de mala fe. De acuerdo con el articulo 63.1 f) de la Ley 2/2023, tendra
la consideracion de infraccion grave comunicar o revelar publicamente
informacidn a sabiendas de su falsedad.

12. La denuncia sera tramitada por el Responsable del Sistema, quien comprobara la
admisibilidad de la misma, acusara recibo de la misma y le comunicara, si asi lo
deseaq, el resultado de las investigaciones.

13. Si asi lo desea, puede renunciar a mantener contacto con el Responsable del
Sistema en lo relativo a la tramitacidn de la presente denuncia. Para ello, debera
seleccionar la casilla disponible a estos efectos en la denuncia. Del mismo modo,
en cualquier momento, con posterioridad a la presentacion de la denuncia, puede
renunciar a ello.

14. Sus datos Unicamente seran comunicados a la Autoridad judicial, al Ministerio
Fiscal o Fiscalia Europea o a la autoridad administrativa competente en el marco
de una investigacion penal, disciplinaria o sancionadora. A estos efectos, si los
hechos relatos en la presente denuncia pudieran ser indiciariamente constitutivos
de delito, seran puestos en conocimiento del Ministerio Fiscal o de la Fiscalia
Europea con caradcter inmediato. En tal supuesto, pondremos este hecho en su
conacimiento siempre que nos haya facilitado sus datos de contacto.

15. Le informamos asimismo de su derecho a informar ante la Autoridad
Independiente de Proteccién del Informante, A.A.l. (cuando la infraccién o el
incumplimiento que se informe afecta o produce efectos en el ambito territorial
de mas de una comunidad auténoma) o ante las autoridades su organos
autondémicos correspondientes, -una vez se constituyan estos organismos- de la
comision de cualquiera acciones u omisiones incluidas en el ambito de aplicacion
de la Ley 2/2023: (a) acciones u omisiones que puedan constituir infracciones del
Derecho de la Unién Europea cuando se cumplan las condiciones previstas a estos
efectos en la referida ley; y b) acciones u omisiones que puedan ser constitutivas
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de infraccion penal o administrativa grave o muy grave. En todo caso, se
entenderan comprendidas todas aquellas infracciones penales o administrativas
graves o muy graves que impliquen quebranto econdmico para la Hacienda
Publica y para la Seguridad Social. Podra presentar la denuncia, de manera
andnima, directamente ante este canal externo de informacion directamente o
tras la comunicacion de la misma por medio del canal interno de Grupo Lesaca.

16. Para mayor detalle, puede consultar la informacidn detallada sobre el uso del
canal interno de informacion de Grupo Lesaca y los principios esenciales del
procedimiento de gestién en nuestro Manual de Prevencidon de Delitos de
Montajes Lesaca, S.L. o en nuestra pagina web: https://grupolesaca.com/compliance-
sii/. También puede ponerse en contacto con el Responsable del Sistema interno
de informacion de nuestra organizacion, para cualquier incidencia o consulta que
se le plante.

INFORMACION RELATIVA AL TRATAMIENTO DE DATOS DE CARACTER PERSONAL

RESPONSABLE DEL TRATAMIENTO

MONTAJES LESACA, S.L. con domicilio en C./ Rizén, Poligono Vilar do Colo, Fene, y N.LF. B-15076086.
En el supuesto de que los hechos denunciados se correspondan con aquellos objeto de la Ley 2/2023, de 20 de febrero, el responsable
del tratamiento es el 6rgano de administracion de MONTAJES LESACA, S.L., de conformidad con lo dispuesto en su articulo 5.
PROCEDENCIA DE LOS DATOS
Hemos obtenido sus datos por razdn de la denuncia efectuada.
FINALIDAD DEL TRATAMIENTO
Los datos obtenidos serdn tratados para la correspondiente investigacion de los hechos denunciados y la gestién de la denuncia, y
para la prevencidn de la posible comisién de delitos penales o infracciones al Cddigo de Conducta en el seno de MONTAJES LESACA,
S.L.. Asimismo el tratamiento se realiza de conformidad con lo dispuesto en el Reglamento (UE) 2016/679, del Parlamento Europeo
y del Consejo, de 27 de abril de 2016, en el articulo 24 de la Ley Orgédnica 3/2018, de 5 de diciembre, de Proteccién de Datos
Personales y garantia de los derechos digitales y en los arts. 29 y siguientes de la Ley 2/2023, de 20 de febrero, reguladora de la
proteccidn de las personas gue informen sobre infracciones normativas y de lucha contra la corrupcidn.
LEGITIMACION PARA TRATAR LOS DATOS
La base juridica para el tratamiento de los datos es el cumplimiento de las obligaciones legales del MONTAJES LESACA, 5.L., su interés
legitimo en prevenir, investigar y controlar los riesgos penales y las infracciones a su Cddigo de Conducta, velar por el cumplimiento
normativo y de las politicas, cddigos y normativas de actuaciones definidas en el marco del sistema de prevencidn de delitos
adoptado por la Sociedad en aplicacién del Art. 31 bis del Cddigo Penal, y el interés plblico en prevenir y actuar frente a infracciones
de la legislacidn aplicable.
DESTINATARIOS DE LOS DATOS
Sélo permitiremos que accedan y traten sus datos:
a) El Responsable del Sistema y quien lo gestione directamente;
b) El responsable de recursos humanos o el érgano competente debidamente designado, solo cuando pudiera proceder
la adopcidn de medidas disciplinarias contra un trabajador;
c) El responsable de los servicios juridicos de la entidad u organismo, si procediera la adopcidn de medidas legales en
relacién con los hechos relatados en la comunicacion;

d) Los encargados del tratamiento que eventualmente se designen; y

e) otras personas, o incluso su comunicacién a terceros, cuando resulte necesario para la adopcidn de medidas correctoras

en la Sociedad o la tramitacidn de procedimientos sancionadores o penales que, en su caso, procedan.
PLAZO DE CONSERVACION DE LOS DATOS
Los datos del denunciante y del denunciado y de terceros se conservaran unicamente durante el tiempo imprescindible para decidir
sobre la procedencia de iniciar una investigacion sobre los hechos denunciados. En todo caso, transcurridos tres meses desde la
introduccidn de los datos, se procederd a su supresion del sistema de denuncias, salvo que la finalidad de la conservacion sea dejar
evidencia del funcionamiento del modelo de prevencidn de la comisidn de delitos por la persona juridica o de su sistema interno e
informacién de conformidad con la Ley 2/2023. En este Ultimo caso, no podrin conservarse los datos por un periodo superior a diez
afios.
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Si se acreditara que la informacién facilitada o parte de ella no es veraz, debera procederse a su inmediata supresion desde el
momento en que se tenga constancia de dicha circunstancia, salvo que dicha falta de veracidad pueda constituir un ilicito penal, en
cuyo caso se guardara la informacién por el tiempo necesario durante el que se tramite el procedimiento judicial.

DERECHOS DE LOS TITULARES DE LOS DATOS

Como titular de los datos tiene derecho a acceder, rectificar y suprimir sus datos personales de nuestras bases de datos. Asi mismo,
la Ley le concede otros derechos en esta materia que puede consultar en https://www.aepd.es/reglamento/derechos/index.html
ESPECIALIDAD DERECHO DE OPOSICION

El denunciado tendrd derecho a oponerse en cualquier momento, por motivos relacionados con su situacién particular, a que datos
personales que le conciernan sean objeto de tratamiento. Si lo ejercita, MONTAJES LESACA, 5.L. dejara de tratar los datos personales,
salvo que acredite motivos legitimos imperiosos para el tratamiento que prevalezcan sobre los intereses, los derechos y las libertades

del interesado, o para la formulacidn, el ejercicio o la defensa de reclamaciones. En caso de que la persona a la que se refieran los
hechos relatados en la comunicacidn o a la que se refiera la revelacion publica ejerciese el derecho de oposicidn, se presumird que,
salvo prueba en contrario, existen motivos legitimos imperiosos que legitiman el tratamiento de sus datos personales.

¢DONDE PUEDO EJERCITAR MIS DERECHOS Y OBTENER MAS INFORMACION?

Para el ejercicio de cualquiera de estos derechos puede dirigirse a MONTAJES LESACA, S.L. con domicilio en C./ Rizdn, Poligono Vilar
do Colo, Fene, o bien a través de un correo electrénico a la direccion administracion@grupolesaca.es

INFORMACION ADICIONAL

En caso de que se comuniquen datos personales que (i) no sean necesarios para el conocimiento e investigacion de las acciones u
omisiones denunciadas, (ii) sean relativos a conductas no incluidas en el dmbito de aplicacion del canal interno, (iii) sean relativos a
categorias especiales de datos; o (iv) si se acreditara que la informacién facilitada o parte de ella no es veraz se procederd a su

inmediata supresién. En este dltimo supuesto la supresion se llevard a cabo desde el momento en que se tenga constancia de dicha
circunstancia, salvo que dicha falta de veracidad pueda constituir un ilicito penal, en cuyo caso se guardara la informacién por el
tiempo necesario durante el que se tramite el procedimiento judicial.

Las denuncias a las que no se haya dado curso constaran de forma anonimizada, sin que sea de aplicacién la obligacion de bloqueo
prevista en el articulo 32 de la Ley Organica 3/2018, de 5 de diciembre.

MONTAJES LESACA, S.L. se asegurara de que se adopten todas las medidas técnicas y organizativas necesarias para preservar la
seguridad de los datos recabados al objeto de protegerlos de divulgaciones o accesos no autorizados, asi como el correcto registro
de las comunicaciones recibidas.
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7.- MEDIDAS DE PROTECCION Y PROHIBICION DE REPRESALIAS

Los denunciantes que de buena fe comuniquen la presunta comisién de una conducta
comprendida en el ambito de aplicacién del Sistema Interno de Informacién, estaran
protegidos contra cualquier tipo de represalia, discriminaciéon y penalizacidon por motivo de las
denuncias realizadas, siempre y cuando concurran las circunstancias siguientes:

a) tengan motivos razonables para pensar que la informacion referida es veraz en el momento
de la comunicacién, aun cuando no aporten pruebas concluyentes, y que la citada informacion
entra dentro del ambito de las infracciones objeto de denuncia y relacionadas en el apartado
¢QUE IRREGULARIDADES Y A QUIEN PUEDE DENUNCIARSE? del Manual de Compliance, y

b) la comunicacién o revelacidn se haya realizado conforme a los requerimientos previstos en
el Manual de Compliance.

Asimismo, si se cumplen las anteriores circunstancias, las medidas de proteccidn se extienden
a quienes hayan efectuado la denuncia de forma andnima, pero que posteriormente han sido
identificados.

No obstante, el informante no tendra derecho a proteccidén cuando, a juicio de Grupo Lesaca, la
informacién comunicada por medio de la denuncia esté relacionada con:

* Informaciones contenidas en comunicaciones que hayan sido inadmitidas por algun canal
interno de informacién o por las causas especificadas a estos efectos anteriormente.

e Informaciones vinculadas a reclamaciones sobre conflictos interpersonales o que afecten
Unicamente al informante y a las personas a las que se refiera la comunicacidon o revelacion.

« Informaciones que ya estén completamente disponibles para el publico o que constituyan
Meros rumores.

e Informaciones que se refieran a acciones u omisiones no comprendidas en el epigrafe
segundo.

Esta terminantemente prohibido adoptar alguna medida contra un denunciante que
constituya una represalia o cualquier tipo de consecuencia negativa, incluidas las amenazas y
las tentativas de represalia por haber formulado una comunicacién de actuacidn
presuntamente ilicita. A estos efectos, se entiende por represalia cualesquiera actos u
omisiones que estén prohibidos por la ley, o que, de forma directa o indirecta, supongan un
trato desfavorable que sitle a las personas que las sufren en desventaja particular con
respecto a otra en el contexto laboral o profesional, solo por su condicidén de informantes, o por
haber realizado una revelacién publica.
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A titulo meramente enunciativo se consideraran represalias las siguientes medidas:

e Suspensién del contrato de trabajo, despido o extincién de la relaciéon laboral o estatutaria,
incluyendo la no renovacidén o la terminacién anticipada de un contrato de trabajo
temporal una vez superado el periodo de prueba, o terminacion anticipada o anulacion de
contratos de bienes o servicios, imposicion de cualquier medida disciplinaria, degradacion
o denegacion de ascensos y cualquier otra modificaciéon sustancial de las condiciones de
trabajo y la no conversidén de un contrato de trabajo temporal en uno indefinido, en caso de
gue el trabajador tuviera expectativas legitimas de que se le ofreceria un trabajo indefinido;
salvo que estas medidas se llevaran a cabo dentro del ejercicio regular del poder de
direccion al amparo de la legislacion laboral o reguladora del estatuto del empleado
publico correspondiente, por circunstancias, hechos o infracciones acreditadas, y ajenas a la
presentacion de la comunicacion.

e Danos, incluidos los de caracter reputacional, o pérdidas econdmicas, coacciones,
intimidaciones, acoso u ostracismo.

e Evaluacion o referencias negativas respecto al desempeno laboral o profesional.
d) Inclusion en listas negras o difusion de informacién en un determinado ambito sectorial,
gue dificulten o impidan el acceso al empleo o la contratacién de obras o servicios.

* Denegacién o anulacion de una licencia o permiso.
¢ Denegacion de formacion.
e Discriminacion, o trato desfavorable o injusto.

La persona que viera lesionados sus derechos por causa de su comunicacion o revelacion una
vez transcurrido el plazo de dos afos siguientes a ultimar las investigaciones podra solicitar la
proteccidon de la autoridad competente que, excepcionalmente y de forma justificada, podra
extender el periodo de proteccion, previa audiencia de las personas u érganos que pudieran
verse afectados. La denegacion de la extension del periodo de proteccién debera estar
motivada.

La utilizacion del canal interno obliga a recordar que la prohibicién de represalias prevista en el
parrafo anterior no impedird y puede derivar en responsabilidades penales o civiles /o medidas
disciplinarias que procedan -en los términos contemplados en el ordenamiento vigente y el
régimen disciplinario de MONTAJES LESACA, S.L.,, cuando la investigacién interna determine
gue la comunicacioén es falsa y que la persona la realizé con conocimiento de su falsedad o con
temerario desprecio hacia la verdad, decayendo asimismo las exigencias de confidencialidad.
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De acuerdo con lo establecido en el articulo 456 y siguientes del Codigo Penal, la acusacion, la
denuncia falsa y la simulacién de delitos tienen la consideraciéon de delito, sancionable con una
pena de prisién de hasta dos anos.

Por otra parte, aquellas personas con derecho a proteccién conforme a lo expuesto en los
parrafos precedentes que hagan una revelacidon publica podran acogerse a las mismas
medidas de proteccidn si se cumple alguna de las condiciones siguientes:

e Que haya realizado la comunicacidn primero por canales internos y externos, o
directamente por canales externos, de conformidad con lo dispuesto en este Manual o en
la Ley 2/2023, sin que se hayan tomado medidas apropiadas al respecto en el plazo
establecido.

* Que tenga motivos razonables para pensar que, o bien la infracciéon puede constituir un
peligro inminente o manifiesto para el interés publico, en particular cuando se da una
situacién de emergencia, o existe un riesgo de danos irreversibles, incluido un peligro para
la integridad fisica de una persona; o bien, en caso de comunicacion a través de canal
externo de informacién, exista riesgo de represalias o haya pocas probabilidades de que se
dé un tratamiento efectivo a la informacién debido a las circunstancias particulares del
caso, tales como la ocultacion o destruccion de pruebas, la connivencia de una autoridad
con el autor de la infraccidn, o que esta esté implicada en la infraccién.

No obstante, las referidas condiciones no serdn exigibles cuando la persona haya revelado
informacidén directamente a la prensa con arreglo al ejercicio de la libertad de expresion y de
informacion veraz previstas constitucionalmente y en su legislacion de desarrollo.

A estos efectos, por relevacidon publica se entiende la puesta a disposicién del publico de
informacién sobre acciones u omisiones en los términos previstos en este Manual, pero
Unicamente respecto a aquellas constitutivas de infracciones conforme a la Ley 2/2023 (para
mayor detalle, ver apartado ; QUE IRREGULARIDADES Y A QUIEN PUEDE DENUNCIARSE?).

8.- CONFIDENCIAUDAD Y PROTECCION DE DATOS PERSONALES

Se velard por garantizar siempre y en todo momento la confidencialidad de la denuncia a
todos aquellos que utilicen el canal establecido para velar por la legalidad vigente, los valores y
principios de Grupo Lesaca, asi como el derecho a la intimidad, el honor y la propia imagen de
todas las personas que participen o se vean involucradas, directa o indirectamente, en las
actuaciones establecidas en el presente procedimiento.
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Con caracter general, en caso de que fuera preciso informar del contenido de la denuncia, tan
solo se efectuard a las personas estrictamente necesarias en el proceso, sin perjuicio de las
obligaciones legales y de la proteccidon de los derechos correspondientes a las empresas y
personas acusadas injustamente o de mala fe, es decir, a quienes incardinados o no en el seno
de la entidad desarrollen funciones de control interno y cumplimiento; a los encargados de
tratamiento que eventualmente se designen al efecto; a las personas necesarias cuando
resulte necesario para la investigacion y adopcién de medidas disciplinarias o la tramitaciéon de
los procedimientos judiciales que en su caso procedan; personal con funciones de gestidon y
control de recursos humanos, cuando una ley asi lo prevea, o con el previo consentimiento de
los afectados y, en especial, podrian ser principalmente comunicados al Responsable del
Sistema. No obstante, sera licito su acceso por otras personas, o incluso su comunicacién a
terceros (a los 6rganos de administracion, al departamento con el que el denunciado
mantenga una relacién contractual y, en su caso, a los servicios juridicos, asi como a aquellos
organismos que legalmente correspondan), cuando resulte necesario para la adopcién de
medidas correctoras en la entidad o la tramitacién de los procedimientos sancionadores o
penales que, en su caso, procedan.

Como medida para garantizar dicha confidencialidad se hace constar expresamente que el
ejercicio del derecho de acceso por parte del denunciado no supondrd, en ningln caso, el
acceso a los datos relativos a la identidad del denunciante si éstos hubieran sido facilitados.

Todas las personas que intervengan en las actuaciones derivadas del presente procedimiento
tendran la obligacion de guardar secreto sobre los datos e informaciones a los que hayan
tenido acceso durante la tramitacién del mismo y, en especial, sobre la identidad de la persona
denunciante si hubiesen sido facilitados. La transgresion de esta obligacidon sera sancionable.
En todo caso, se dard cumplimiento a lo regulado en la Ley Orgénica 3/2018, de 5 de diciembre,
de Proteccidon de Datos Personales y garantia de los derechos digitales asi como en el
Reglamento (UE) 2016/679 del Parlamento Europeo y del Consejo de 27 de abril de 2016 relativo
a la proteccidon de las personas fisicas en lo que respecta al tratamiento de datos personalesy a
la libre circulaciéon de estos datos, respecto a todas las personas involucradas en las
actuaciones establecidas en el presente procedimiento.

No obstante, cuando los hechos denunciados o comunicados entren dentro del ambito de
aplicacion de la Ley 2/2023 (véase apartado: ;QUE IRREGULARIDADES Y A QUIEN PUEDE
DENUNCIARSE?), aplicaran las siguientes reglas especificas a tenor de |lo dispuesto en el titulo
VI de la referida Ley relativo a la proteccién de datos personales:

El acceso a los datos personales contenidos en el Sistema Interno de Informacién (es decir,
denunciante, denunciado y terceros afectados) quedard limitado exclusivamente a las
siguientes personas:
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¢ El Responsable del Sistema.
* El responsable de recursos humanos o el érgano competente debidamente designado,
solo cuando pudiera proceder la adopcidn de medidas disciplinarias contra un trabajador.

* El responsable de los servicios juridicos de la entidad u organismo, si procediera la
adopcidén de medidas legales en relacién con los hechos relatados en la comunicacion.

e Los encargados del tratamiento que eventualmente se designen.

También se considerard licito el tratamiento de los datos por otras personas e incluso su
comunicaciéon a terceros, siempre y cuando resulte necesario para la adopciéon de medidas
correctoras en la Sociedad o la tramitaciéon de los procedimientos sancionadores o penales
gue, en su caso, procedan. En los demas supuestos, cuando se informe acerca de la denuncia
se eliminaran todos los datos personales relativos al denunciante, denunciado o tercero
afectado.

En ningdn caso serdn objeto de tratamiento los datos personales que no sean necesarios para
el conocimiento e investigacion de las acciones u omisiones objeto de la Ley 2/2023,
procediéndose, en su caso, a su inmediata supresién. Asimismo, (i) si la informacién recibida
contuviera datos personales incluidos dentro de las categorias especiales de datos y (ii) y
fueron comunicados por medio de una denuncia cuyas conductas no estén incluidos en el
ambito de aplicaciéon del canal interno, se procederd a su inmediata supresion.

Junto con el formulario de denuncia se acompana informacién basica sobre el tratamiento de
los datos personales que aporte el denunciante a través del mismo. En el caso de que la
denuncia se efectlUe por medio de correo electronico, en el momento de recepcidon de la
denuncia debera acompanarse el cuadro relativo al tratamiento de datos de caracter personal.
En caso de que la denuncia se realice presencialmente, se le entregard al informante la hoja
informativa disponible en el formulario de denuncia.

En particular, se informa de que de conformidad con lo dispuesto en el articulo 24 de la Ley
Orgénica 3/2018, de 5 de diciembre, de Proteccién de Datos Personales y garantia de los
derechos digitales, resultan licitos los tratamientos de datos personales necesarios para
garantizar la proteccidn de las personas que informen sobre infracciones normativas.

No se recopilardn datos personales cuya pertinencia no resulte manifiesta para tratar una
informacién especifica o, si se recopilan por accidente, se eliminaran sin dilacién indebida.
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Los datos de quien formule la comunicaciéon y de los empleados y terceros afectados deberan
conservarse en el Sistema Interno de Informaciéon Unicamente durante el tiempo
imprescindible para decidir sobre |la procedencia de iniciar una investigacién sobre los hechos
denunciados. Si se acreditara que la informacién facilitada o parte de ella no es veraz, deberd
procederse a su inmediata supresion desde el momento en que se tenga constancia de dicha
circunstancia, salvo que dicha falta de veracidad pueda constituir un ilicito penal, en cuyo caso
se guardard la informacioén por el tiempo necesario durante el que se tramite el procedimiento
judicial.

En todo caso, transcurridos tres meses desde la recepcidn de la denuncia o comunicacion sin
gue se hubiesen iniciado actuaciones de investigacidn por parte de la Sociedad, deberd
procederse a su supresion del Sistema Interno de Informacién, salvo que la finalidad de la
conservacion sea dejar evidencia del funcionamiento de éste. Las denuncias a las que no se
haya dado curso solamente podran constar de forma anonimizada, sin que sea de aplicacién la
obligacion de blogqueo prevista en el articulo 32 de la Ley Orgénica 3/2018, de 5 de diciembre.
En ningun caso podran conservarse los datos por un periodo superior a diez afios.

9- PROCEDIMIENTO DE GESTION DE INFORMACIONES

El Administrador Unico de la Sociedad aprobd, en fecha 30 de noviembre de 2023, el
procedimiento de gestion de informaciones que a continuacion se detalla. Este procedimiento
se aplica al canal interno de denuncias relativo al presente epigrafe del Manual de Prevencion
de Delitos titulado Sistema de Informacion.

De la tramitacién diligente de la gestidn de informaciones respondera el Responsable del
Sistema, quien deberd comunicar al Organo de Administracién de la Sociedad cualquier
deficiencia o ineficacia del actual procedimiento de gestién de informaciones, tanto pronto
tenga conocimiento de las mismas.

El objeto del presente procedimiento de gestidon de informaciones consiste en establecer las
previsiones necesarias para que el Sistema Interno de Informacién de la Sociedad cumpla con
su finalidad y los requisitos normativos aplicables (actualmente, establecidos en la Ley 2/2023),
y se asocia al canal interno para la comunicacién de las infracciones relacionadas en el punto 4
del presente Sistema Interno de Informacién.

Sin perjuicio del procedimiento de gestidon de reclamaciones que se incluye en los apartados

subsiguientes, se informa de que la Ley 2/2023 prevé la creacidn de canales externos de
informacidén ante las autoridades competentes y, en su caso, ante las instituciones, drganos u
organismos de la Unién Europea. Se informa a los empleados de las entidades integrantes de
Grupo Lesaca de que las comunicaciones o denuncias sobre hechos que entran dentro del
ambito de aplicacién de la Ley 2/2023 (véase apartado ; QUE IRREGULARIDADES Y A QUIEN
PUEDE DENUNCIARSE?) podran plantearse ante la Autoridad Independiente de Proteccién
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del Informante, AAl, o ante las autoridades u 6rganos autondmicos correspondientes, ya sea
directamente o previa comunicacion a través del correspondiente canal interno. A dia de hoy, y
de aprobaciéon del presente procedimiento dichos organismos todavia no han sido creados, sin
perjuicio de ello, se informard puntualmente a los empleados de las entidades de Grupo
Lesaca cuando dichos canales externos se encuentren operativos.

El procedimiento es el siguiente:

1. )Recepcién de informaciones.

Las denuncias realizadas a través del canal interno seran recibidas por el Responsable del
Sistema.

Grupo Lesacaha implementado las medidas técnicas y organizativas adecuadas para evitar el
acceso a la denuncia a personal no autorizado y para preservar la identidad del informante y
de las personas afectadas. Asimismo, el mismo nivel de confidencialidad se garantiza para
aguellas comunicaciones remitidas por canales de denuncia que no sean los establecidos en el
Manual de Compliance o a miembros del personal no responsable de su tratamiento, que
remitiran inmediatamente la denuncia al Responsable del Sistema. En este sentido, se informa
a todo empleado de Grupo Lesaca distinto del Responsable del Sistema, que reciba cualquier
comunicacidén o denuncia a las que se refiere el Sistema interno de informacién que deberd
remitir la misma al Responsable del Sistema a la mayor brevedad, debiendo preservar la
confidencialidad en todo momento acerca del contenido de la denuncia o comunicacién asi
como el mero hecho de su interposicion. Grupo Lesaca recuerda a sus empleados que sera
infracciéon muy grave el quebranto de dicha confidencialidad sancionable disciplinariamente.

En particular, toda denuncia recibida sera archivada por el Responsable del Sistema en una
carpeta especifica creada a estos efectos dentro del servidor de la Sociedad. A cada carpeta se
le atribuird un cédigo de identificacidon que serd el nombre de la carpeta, a la cual Unicamente
tendra acceso el Responsable del Sistema. Por parte de la Sociedad se adoptaran todas las
medidas técnicas y organizativas para garantizar laconfidencialidad, entre otras: se guardara
un registro de cualquier intento no autorizado de acceso a dicha carpeta, serd necesario la
introduccién de una clave de acceso que s6lo conocerd el Responsable del Sistema y que sera
actualizada con una frecuencia, al menos, trimestral.

Por cada carpeta se creard una subcarpeta donde se archivara toda la documentacion relativa
a la misma, y se creara un documento de seguimiento que serd incluido en el libro-registro y
en el que constara como minimo:

- Cddigo de identificaciéon de la denuncia.
- Fecha de recepcién de la denuncia.
- Medio por el cual se recibid¢ la denuncia.
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- Resumen de los hechos denunciados.

- Prueba aportada por el denunciante o denunciado.

- Fecha del envio del acuse de recibo.

- Actuaciones de investigacion desarrolladas.

- Alegaciones presentadas, en su caso, por el denunciado.

- Personas o entidades a las que se ha comunicado la denuncia, respectado las medidas de
confidencialidad y de preservacion de la identidad del informante.

- Estado de la investigacion.
- Finalizada la investigacion, se indicara el contenido de la resolucion de la denuncia.

a. Acuse de recibo de la denuncia.

Recibida la denuncia, por cualquiera de los medios habilitados al efecto, la Sociedad debera
comunicar al informante el acuse de recibo de la comunicaciéon en el plazo maximo de SIETE
(7) dias naturales desde su recepcidn, salvo que el informante haya renunciado expresamente
a recibir comunicaciones relativas a la investigacién o no haya comunicado un dato de
contacto. No obstante, en caso de que a juicio del Responsable del Sistema, el envio de esta
comunicacion pudiese poner en peligro la confidencialidad de la misma se abstendra de
realizarla.

Mediante el acuse de recibo Unicamente se dejara constancia de la fecha de recepcién de la
denuncia, sin que, en ningudn supuesto, ello suponga la admisién de la misma.

En el supuesto de que en el modelo de denuncia el informante no haya seleccionado la
opciéon “Renuncio a mantener comunicaciones con MONTAJES LESACA, S.L, para la
tramitacién de la presente denuncia”, o no haya revocado dicha autorizacién, el Responsable
del Sistema podra mantener comunicaciones posteriores al acuse de recibo con el informante.
Si, por cualguier motivo, resultase conveniente disponer de documentacién adicional, el
Responsable del Sistema podra solicitarla al informante a lo largo del curso de la investigacion.

Se deja expresa constancia de que en el modelo de denuncia a emplear se incluye
informacion relevante sobre el procedimiento, de manera clara y accesible y, en particular,
sobre los canales externos de informacién ante las autoridades competentes y, en su caso,
antes las instituciones, 6rganos u organismos de la Unién Europea. En particular, se informa
acerca del canal externo de informacién de la Autoridad Independiente de Proteccién del
Informante (A.A.l.) o ante las autoridades u érganos autondmicos correspondientes.

El acuse de recibo se llevard a cabo, en funcién del medio empleado para denunciar:

- Denuncia por correo electrénico: Se enviara acuse de recibo a la direccién de correo
electrénico y/o postal que se haya indicado en la denuncia (si es el caso) empledndose para ello
el modelo que figura como Anexo |.

- Denuncia por correo postal: Se enviara acuse de recibo a la direccién de correo electrénico
y/o postal que se haya indicado en la denuncia (si es el caso) empledndose para ello el modelo
gue figura como Anexo I.
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- Presencialmente: se le entregara en mano al denunciante copia del formulario de
denuncia para que presente la misma. Se le sellard una copia del mismo como resguardo del
acuse de recibo.

b. Tramite de admisién
El Responsable del Sistema iniciara un analisis preliminar de la informacién recibida para
determinar si se admite o deniega su tramitaciéon. Cuando lo considere necesario, podra
recabar el asesoramiento juridico oportuno.

En primer lugar, el Responsable del Sistemna comprobara si concurre alguna de la causas de
inadmisidn de la denuncia, a saber:

e Denuncias que se reciban por cauces distintos a los descritos. En este supuesto se
informara al denunciante, en el plazo maximo de SIETE (7) dias naturales desde su
recepcion, siempre y cuando se haya comunicado un dato de contacto, sobre la forma de
remitir correctamente la denuncia a la Sociedad, advirtiendo que la denuncia podra no ser
tramitada en tanto no se presente correctamente.

e Cuando los hechos denunciados no se enmarcan en el alcance objetivo del presente canal
interno.

¢ Hechos manifiestamente infundados o inverosimiles o inexistencia de indicios razonables
para soportar la misma.

e Descripcion de los hechos de forma genérica, imprecisa o inconcreta. Previo a la inadmision
de una denuncia por esta causa, siempre y cuando el denunciante haya facilitado su
informacién de contacto, el Responsable del Sistema le comunicara las deficiencias de su
denuncia y le otorgara un plazo de CINCO (5) dias habiles desde la comunicacion al
denunciante a fin de que aclare, precise o concrete debidamente los hechos a que se
refiera. De no subsanarse tales deficiencias en el citado plazo, se procedera a la inadmisiéon
a tramite de dicha denuncia.

e La denuncia no contenga informacién nueva y significativa sobre infracciones, ya
comunicadas anteriormente tanto por el propio informmante como por otro, respecto de la
cual han concluido los correspondientes procedimientos, a menos que se den nuevas
circunstancias que justifiguen un nuevo seguimiento.

Si concurre alguna o algunas de estas causas se denegara la admisidon a tramite de la
denuncia, procediéndose a su archivo y no iniciandose, por tanto, una investigacion. El
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Responsable del Sistema dejara constancia en acta de la recepcion de la comunicaciéon y de la
decisién adoptada de inadmisién a tramite y archivo, haciéndose constar los motivos en los
gue haya basado tal decisién. En este supuesto, se procederd a la inmediata supresién de los
datos personales que figurasen en la denuncia. Esta decisién no impedira la iniciacion
posterior de una investigacion si se recibiera informacién adicional que asi lo aconsejase.

En el supuesto de inadmisidn, siempre y cuando el denunciante haya facilitado su informacion
de contacto o no haya renunciado a recibir comunicaciones, el Responsable del Sistema
procedera a informar al denunciante por escrito y en la direccidon de contacto por él facilitada
de la decisidén de inadmisién, indicando y motivando suficientemente la causa de inadmision
gue concurra (para ello podra emplearse el modelo del Anexo Il). El expediente quedara
cerrado con la notificacidn. El denunciante podra incluir la informacién que considere a efectos
de volver abrir el expediente. En todo caso, transcurridos tres meses desde la recepcidn de la
comunicaciéon sin que se hubiesen iniciado actuaciones de investigaciéon, se procedera a su
supresion, salvo que la finalidad de |la conservacién sea dejar evidencia del funcionamiento del
sistema. Estas comunicaciones a las que no se haya dado curso solamente podran constar de
forma anonimizada, sin que sea de aplicacion la obligacion de bloqueo prevista en el articulo
32 de la Ley Orgénica 3/2018, de 5 de diciembre.

Si la denuncia formulada cumple con los requisitos definidos, el Responsable del Sistema: (i)
acordara su admisién a tramite, (ii) procedera a informar al denunciante por escrito, siempre y
cuando el denunciante haya facilitado su informacién de contacto o no haya renunciado a
recibir comunicaciones relativas a la denuncia, la decisién de admisién a tramite vy (iii) iniciara
el proceso de investigacién interno.

Si la denuncia admitida tiene relacidén con otro expediente ya abierto en el que se investiguen
hechos sustancialmente idénticos o conexos, se podra acordar su acumulacién para su
tramitacion y decisién en un solo procedimiento.

c. Comunicacioén de la apertura del expediente al denunciado

Cualquier persona que haya sido denunciada serd informada sobre:

e Larecepcién de la denuncia.

e Las acciones u omisiones que se le atribuyen.

e Su derecho a ser oido en cualquier momento, asi como de la posibilidad de aportar los
medios de prueba que considere adecuados y pertinentes, mediante un escrito de
alegaciones o una reunion personal con el Responsable del Sistema.

e Eltratamiento de sus datos personales.

¢ Los Departamentos y terceros que podran ser destinatarios de la denuncia.

e COmo ejercitar sus derechos de acceso, rectificaciéon, cancelaciéon y oposicidn, de
conformidad con la normativa de proteccidén de datos de caracter personal.
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El denunciado no tendra acceso, en ninguna circunstancia, a la denuncia ni se le comunicara
la identidad del denunciante.

Si a juicio del Responsable del Sistema existe riesgo de que la notificaciéon al denunciado
comprometa o frustre la investigacion, o facilite la destruccion o alteraciéon de pruebas, dicha
comunicacién sera muy sucinta, limitdndose a sehalar la existencia de una denuncia o
comunicaciéon contra al mismo y la citacién para tener con él una audiencia en la que si se le
informard en mas detalle sobre el contenido de la comunicacién efectuada.

En todo caso, el plazo para informar al denunciado no excederd de UN (1) mes desde que se
haya recibido la denuncia. Todo ello sin perjuicio de que la ley pueda establecer en el futuro,
expresamente y de forma vinculante, unos plazos distintos, en cuyo caso éstos serdn los que se
deban atender.

En cualquier caso, durante la tramitacidén del expediente las personas afectadas por la
comunicacion tendran derecho a la presuncién de inocencia, al derecho al honor, al derecho
de defensa y al derecho de acceso al expediente en los términos regulados en este
documento, asi como a la misma proteccidn establecida para los informantes, preservandose
su identidad y garantizandose la confidencialidad de los hechos y datos del procedimiento,
excepto con respecto a aquellas personas que intervengan en el proceso instructor. Para
comunicar la apertura del expediente al denunciado podra emplearse el modelo del Anexo Il

d. Instruccién
Acordada la admisidn de la denuncia, se procedera al inicio de la correspondiente
investigacion interna.

El Responsable del Sistema realizard cuantas actuaciones estime necesarias para comprobar la
verosimilitud de los hechos comunicados. A la luz de cada caso concreto, podra recabar la
informacién y documentacién que considere oportuna de los departamentos involucrados, sin
comunicar la identidad de las partes implicadas (denunciante, denunciado y terceros
afectados). A estos efectos, se prestara especial cuidado en no remitir ninguna denuncia sin
previa ocultacion de los datos del informante.

La sociedad implicada en la denuncia se reserva expresamente el derecho de adoptar las
medidas de vigilancia y control necesarias sobre las herramientas y medios informaticos que la
Sociedad pone a disposicion de sus empleados (por €], el contenido de las comunicaciones y
dispositivos), respetando, en todo caso, la legislaciéon vigente sobre |la materia y garantizado el
principio de proporcionalidad y los derechos fundamentales de los trabajadores.
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Sin perjuicio del derecho a formular alegaciones por escrito, la instruccidn comprender3,
siempre que sea posible, una entrevista con la persona afectada en la que, siempre con
absoluto respeto a la presuncién de inocencia, se le invitard a exponer su version de los hechos
y a aportar aquellos medios de prueba que considere adecuados y pertinentes. A fin de
garantizar el derecho de defensa de la persona afectada, la misma tendra acceso al expediente
sin revelar informacién que pudiera identificar a la persona informante, pudiendo ser oida en
cualquier momento, y se le advertird de la posibilidad de comparecer asistida de abogado.

e. Resolucién de la denuncia.
Una vez investigada la denuncia por parte del Responsable del Sistema los resultados de |a
misma se plasmaran en el formulario que se acompana, en el que se recogeran las
conclusiones adoptadasy, en su caso, la sancidn a imponer.

El plazo maximo para concluir las investigaciones y emitir el informe de resolucién al
denunciante (si ha proporcionado sus datos de contacto) y al denunciado serd de TRES (3)
meses a contar desde la recepcidn de la comunicacidén. Ahora bien, si no se remitid un acuse
de recibo al informante, o no fue posible su entrega por ser el domicilio indicado por el
informante desconocido o erréneo, el plazo de tres meses se contara a partir del vencimiento
del plazo de siete dias después de la fecha de recibo de la comunicacién. No obstante, en casos
de especial complejidad que requieran o previsiblemente vayan a requerir, a juicio del
Responsable del Sistema, de un tiempo de resolucién superior a tres meses, el plazo de
resoluciéon podra extenderse hasta un maximo de otros tres meses adicionales.

Para el caso de que proceda la adopcién de medidas disciplinarias o legales, se comunicara al
departamento de Recursos Humanos y a los servicios juridicos de |la Sociedad la resolucion con
el fin de que pueda proceder a la planificaciéon y ejecucidn de las mismas.

En el caso de que, tras la investigacién efectuada, los hechos sean o existan indicios o
sospechas fundadas de ser constitutivos de un ilicito penal los hechos se comunicaran a las
autoridades competentes para que éstas procedan en consecuencia (Ministerio Fiscal y, en
caso de que los hechos afecten a los intereses financieros de la Unidn Europea, a la Fiscalia
Europea).

La desestimacién de la denuncia conllevard al archivo de ésta, debiendo indicarse al
informante los motivos por los cuales se concluye que no ha existido un incumplimiento o una
infraccion, siempre que haya facilitado sus datos de contacto.

Cualquier comunicacién que se realice a un tercero o personal del Grupo Lesaca durante la
instruccion o tras la resolucién de la denuncia, conforme a lo previsto en este documento, se
realizard de tal modo que no permita la identificaciéon del informante. Como excepcién, si
podra comunicarse la identidad del informante a una autoridad judicial, al Ministerio Fiscal o a
la autoridad administrativa competente en el marco de una investigacion penal, disciplinaria o
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sancionadora. En este supuesto, se comunicara al informante - siempre que haya facilitado sus
datos de contacto -, de manera motivada y con anterioridad a la cesién de los datos
confidenciales, que se procederd a la cesién de los mismos, siempre y cuando ello no

comprometa la investigacion o el procedimiento judicial a juicio discrecional del Responsable
del Sistema.
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RESOLUCION DE LA DENUNCIA

DESCRIPCION DE LA DENUNCIA:

DESCRIPCION DE LA INVESTIGACION:

RESOLUCION DE LA DENUNCIA
> Desestimada
R Aceptada

Motivo/os:

Acciones adoptadas:

HECHOS PROBADOS DE LA INVESTIGACION:

Accidn

Plazo

Responsables

CIERRE DE LA DENUNCIA.

FIRMA

Fecha
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10.- CONVERSACION DE LOS DATOS

El Responsable del Sistema llevara a cabo el registro y archivo de todas las solicitudes,
comunicaciones recibidas, los informes de investigacién y de resolucién, asi como los informes
periddicos y/o puntuales emitidos por éste, con objeto de garantizar la trazabilidad de las
acciones llevadas a cabo. El tratamiento de los registros cumplird con la normativa de
proteccidon de datos de caracter personal. La informacién mantendrd en todo momento su
caracter confidencial de acuerdo con la normativa vigente.

IL.- PUBLICIDAD DE LA INFORMACION Y REGISTRO DE INFORMACIONES

La informacién relativa al canal interno de informaciéon y a los principios esenciales del
procedimiento de gestidn ha sido puesta en conocimiento de los potenciales informantes de
manera clara. Asimismo, a los efectos de facilitar su acceso en todo momento de las versiones
actualizadas de dicha informacién, ésta se encuentra publicada en la pagina web del Grupo
Lesaca, en una seccién separada y facilmente identificable.

Asimismo, la Sociedad cuenta con un libro-registro de las informaciones recibidas y de las
investigaciones internas a que hayan tenido lugar de conformidad con el presente sistema,
garantizado, en todo caso, los requisitos de confidencialidad y la normativa de proteccion de
datos expuestos anteriormente.

El acceso al libro-registro esta restringido al Responsable del Sistema, quien informara con
caracter anual al Organo de Administracién a cerca del nimero de denuncias y de las
investigaciones realizadas, sin relevar la identidad del informante, del denunciado y/o terceros
afectados.

Este libro-registro no sera publico, y Unicamente a peticidon razonada de la Autoridad judicial,
mediante auto, y en el marco de un procedimiento judicial y bajo la tutela de aquella, podra
accederse total o parcialmente al contenido del referido libro-registro.

Los datos personales relativos a las denuncias objeto del libro-registro seran tratados conforme
a lo indicado en el apartado 8:“Confidencialidad y proteccién de datos personales”.

El libro-registro y los tratamientos realizados cumplirdn con las medidas técnicas y
organizativas apropiadas para garantizar la seguridad de los datos personales.
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